
ランサムウェアとは、不正にデータを暗号化し、復元と引き換えに身代金を要求するマルウェアです。
サイバー攻撃は年々高度化、巧妙化しており、ランサムウェアによる被害は最も大きな脅威として考えられています。
「AppCheck」は、ランサムウェア感染によるデータ改ざんからファイルを守るセキュリティソフトです。

ランサムウェア対策ソフト

AppCheck（アップチェック）

独自の状況認識技術で未知のランサムウェアに対応

こんなお悩みはありますか?

ランサムウェア対策は
大丈夫なのかな

もし感染したら復旧できるのかな

セキュリティを強化したいけど、 PCや
サーバの負荷が増えてしまうのかな

AppCheckなら解決!

状況認識技術

独自の状況認識技術によりファイルの変化をリアルタイムで検出し、
ランサムウェアによるファイル毀損をブロックします。万が一重要なファイルが
暗号化されてしまったとしても、リアルタイムバックアップ・復元機能で、
ファイルを元の状態に戻すことができます。シグネチャ（パターンファイル）を
使用しないため動作も軽快で、既存のセキュリティ環境と共存できます。
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お気軽にお問い合わせください

〇 状況認識技術を搭載 〇 リアルタイムバックアップ・復元 〇 軽快な動作

特⾧

機能一覧

動作環境

AppCheckは、ランサムウェア対策であるクライアントOS向け製品「AppCheck Pro」、サーバOS向け製品「AppCheck Pro for Windows 
Server」と、一括管理が可能なクラウド型管理コンソール「AppCheck CMS Cloud（オプション）」の3製品がラインアップされています。

状況認識技術によりファイル自体の変化を
検出し、ランサムウェアによるファイル毀損を
ブロックします。

ファイルをリアルタイムでバックアップして正常
なファイルを保護します。万が一ファイルが
感染しても、元の状態に戻すことができます。

シグネチャを使用しないため、軽快に動作します。
そのため、既存のセキュリティ環境に追加して
ご利用いただくことができます。

価格

AppCheck

動作環境 AppCheck Pro AppCheck Pro for Windows Server

OS Microsoft Windows7 / 8 / 8.1 / 10 (32/64bit) / 11 Microsoft Windows Server 2008 R2以降

CPU Intel 1.6GHz 以上

メモリ 1GB 以上

HDD 2GB 以上の空き容量

ブラウザ
（AppCheck CMS Cloud） Microsoft Edge / Google Chrome / Mozilla Firefox

商品名 料金（税別）

AppCheck Pro 9,600円 ※1

AppCheck Pro for Windows Server 360,000円 ※2

AppCheck CMS Cloud 90,000円 ※3

Tel. 0 3-670 1-3300

Tel. 0 3-67 01-351 3

機能 説明
AppCheck Pro ／
AppCheck Pro for 
Windows Server

AppCheck CMS 
Cloud

（オプション）
ランサムウェア攻撃保護 ランサムウェアによる不正な操作を遮断/除去し、ファイルをリアルタイムでバックアップ・復元します。 〇 ー

共有フォルダ保護 ランサムウェアに感染されたPCによる共有フォルダ内のファイルへの不正な操作をブロックします。 〇 ー

MBR保護 重要ファイルの暗号化だけではなくPCを起動不能にするランサムウェアにも対応します。 〇 ー

エクスプロイトガード 保護対象となるアプリケーションへの脆弱性攻撃を事前に遮断し、予防する保護する機能です。 〇 ー

自動バックアップ 対象フォルダを事前に指定し、ファイルをスケジュール設定によってバックアップします。 〇 ー

ログ情報 一般ログ、脅威ログ、検疫ログが表示されます。 〇 ー

一括ポリシー設定 保護するためのポリシーを一斉に配布できるため効率的な管理・運用が可能です。 ー 〇

モニタリング ダッシュボード、ログ管理、リアルタイムでのランサムウェア検知情報の確認ができます。 ー 〇

レポート 期間別報告書、統計およびログデータを提供し簡単にレポートの出力が可能となります。 ー 〇

※1 １ライセンスの価格（年額）です。数量に応じて価格は変動します。
※2 １ライセンスの価格（年額）です。数量に応じて価格は変動します。仮想サーバの場合、仮想サーバ1台ごとにライセンスを購入する必要があります。
※3 １ライセンスの価格（年額）です。1ライセンスで「AppCheck Pro」と「AppCheck Pro for Windows Server」両方を管理できるオプションです。
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